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Overview

High-availability clusters (also known as HA Clusters or Failover Clusters) are computer clusters that are
implemented primarily for the purpose of providing high availability of services which the cluster
provides. They operate by having redundant computers or nodes which are then used to provide service
when system components fail. Normally, if a server with a particular application crashes, the application
will be unavailable until someone fixes the crashed server. HA clustering remedies this situation by
detecting hardware/software faults, and immediately restarting the application on another system
without requiring administrative intervention, a process known as Failover. As part of this process,
clustering software may configure the node before starting the application on it. For example,
appropriate file systems may need to be imported and mounted, network hardware may have to be

configured, and some supporting applications may need to be running as well.

A SCSI-3 compatible external storage is necessary for using Windows Server 2008 Clustering.
SANDeploy offers a SCSI-3 compatible iSCSI storage service, that enable to create an external shared

storage in Microsoft Windows environment without extra hardware needed.
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Figure 1, SANDeploy Offers shared-storage array for Windows Server 2008 Cluster
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This document gives users detailed step-by-step instructions on configuring SANDeploy iSCSI SAN for

Windows Server 2008 or Windows Server 2008 R2 failover clusters. Failover clustering needs two or

more computers use a few external storages such as iSCSI disks. With SANDeploy, you can quickly create

a series of shared disks for clustering. Before to do so, prepare the following three computers or virtual

machine in Hyper-v:

Name IP Address Detail

08DC 192.168.0.100 / 192.168.100.100 | Domain Controller
08Nodel 192.168.0.101 / 192.168.100.101 | Failover Node 1
08Node2 192.168.0.102 / 192.168.100.102 | Failover Node 2
SANServer 192.168.0.3 /192.168.100.3 SANDeploy Server
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Configuring on Domain Controller

Network Adapter

For working in clustering environment, the network adapter must be assigned a static IP address. Select
the Internet Protocol Version 4(TCP/IPv4) and then press the Properties button, the Internet Protocol
Version 4 (TCP/IPv4) dialog is shown. As Active Directory requires DNS, an address must be provided, in

this case we can specify itself IP address. DNS will be installed later after installed Active Directory.

Set the first network adapter, this adapter will connect to external network.

Internet Protocol Version 4 (TCP/IPv4) Prope e

General |

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

" Obtain an IF address automatically
¥ |ze the following IP address:

IP address: | 192,188 . 0 . 200
Subnet mask: | 255 . 255 .255. 0
Default gateway: [192.188. 0 . 1

| Obkain DME server address autonmatically

{* Use the following DMS server addresses:

Preferred DMS server; I 192,168 . 0 . 1

Alternate DMS server: I

[ validate settings upon exit Advanced.... |
Ok I Cancel |

Type the IP address and DNS server address.

Set the second network adapter, this adapter will connect to internal network.
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Internet Protocol Version 4 (TCP/IPv4) Propertie ed |

General |

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IF settings.

{” Obtain an IP address automatically
¥ |ze the following IP address:

IF address: | 192 . 188 . 100 . 100
Subret mask: | 255 . 255 .255. 0
Default gateway: I 192 . 168 . 100 . 1

= Obkain DMS server address autonmatically

¥ |ze the following DMS server addreszes:

Preferred DMS server: I 127.0 .0 .1

Alternate DMS server: I

[ validate settings upon exit Advanced... |
Ok I Cancel |

Type the IP address and DNS server address.

Press the OK button to continue.

Install Active Directory

Select Start->Run and type dcpromo in the Open input box.
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CITE— x|

=== Typethe name of a program, folder, document, or Internet
rescurce, and Windows will open it for you.

Open: I dcpr-:ur‘nu:ul j
@' This task will be created with administrative privileges.

QK Cancel Browse... |

Press the OK button to continue.
The Active Directory Domain Services Installation Wizard appears.

! Active Directory Domain Services Installation Wizard

Welcome to the Active Directory

Domain Services Installation

Wizard

This wizard helps you install Active Directony Domain
Services (AD D5) an this server, making the server an

Active Directory domain controller. To continue, click Mead.

Leam more about the additional options that are

available in advanced mode installation.

More about Active Directory Domain Services

¢ Back Mext =

Cancel

Press the Next button to continue.

Technical Reference Series
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The Active Directory Domain Services Installation Wizard is shown, before to do next, please read the

introducing instructions carefully.

! Active Directory Domain Services Installation Wizard

Operating System Compatibility
Improved securty settings in Windows Server 2008 and Windows Server 2008 RZ
affect older versions of Windows

Windows Server 2008 and "Windows Server 2008 R2" domain cortrollers have a
new mare secure default for the securty setting named "Allow cryptography algorithms
compatible with Windows NT 4.0." This setting prevents Microsoft Windows and
non-Microsoft SMB “clierts" from using weaker NT 4.0 style cryptography algorthms
when establishing security channel sessions against Windows Server 2008 or
"“Windows Server 2008 R2" domain controllers. As a result of this new default,
operations or applications that require a securty channel serviced by Windows Server
2008 or "Windows Server 2008 R2" domain contrallers might fail.

Platforms impacted by this change include Windows NT 4.0, as well as non-Microsoft
SMB "clients” and networc-attached storage (MNAS) devices that do not suppart
stronger cryptography algorthms. Some operations on clients running versions of
Windows earier than Windows Vista with Service Pack 1 are also impacted, including
domain join operations peformed by the Active Directary Migration Tool or Windows
Deployment Services.

For more information about this setting, see Knowledoe Base aricle 942564
{http://go microsoft.comSwlink/ FLink|d=104751).

< Back Mexd = Cancel

Press the Next button to continue.

Because we are creating Active Directory, Select the Create a new domain in a new forest option.



@ Active Directory Domain Services Installation Wizard

Choose a Deployment Configuration
You can create a domain controller for an existing forest or for a new forest.

Press the Next button to continue.

Specify the name of Forest Root Domain.



@ Active Directory Domain Services Installation Wizard

MName the Forest Root Domain

The first domain in the forest is the forest root domain. ks name is also the name of
the forest.

Type the domain name.

Press the Next button to continue.

Select the Forest functional level.
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@ Active Directory Domain Services Installation Wizard

5et Forest Functional Level
Select the forest functional level.

Forest functional level:
Windows Server 2008 R2 |

Details:

The Windows Server 2008 R2 forest functional level provides all the features that ;I
are available in the Windows Server 2008 forest functional level, plus the following
additional feature:
- Recycle Bin, which, when it is enabled, provides the ahility to restore
deleted objects in theientirsty while Active Directory Domain
Services is running.
Ay new domains that are created in this forest will operate by default at the
Windows Server 2008 RZ domain functional level. ;I

1 You will be able to add only domain cortrollers that are munning
- Windows Server 2008 R2 or later to this forest.

Maore about domain and forest functional levels

< Back Mest = Cancel

Select Windows Server 2008 or Windows Server 2008 R2 if building Windows Server 2008 R2 clustering.
Press the Next button to continue.

Select the additional options for this domain controller.
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@ Active Directory Domain Services Installation Wizard

Additional Domain Controller Options

i
Select additional options far this domain controller.
¥ | Global catalag
[T Eead-only domain contioller (RODE]
Additional information:
The first domain controller in a forest must be a global catalog server and ;I
cannot be an RODC.
We recommend that you install the DMS Server service on the first domain
controller.
Mare about additional domain cortroller options
< Back Mest = Cancel

Keep the selection of the DNS Server.

Press the Next button to continue.

The Active Directory Domain Services Installation Wizard appears.

@l Active Directory Domain Services Installation Wizz

A delegation for this DMS server cannot be created because the

I_\ authoritative parent zone cannot be found or it does nat run

Windows DMS server. If you are integrating with an existing DMNS
infrastructure, you should manually create a delegation to this
DMS server in the parent zone to ensure reliable name resolution
from outside the domain “KernSafe.Local”. Otherwise, no action is
required.

Do you want to continue?

]

Technical Reference Series
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Press the Yes button to continue.

Customize the directories for Database folder, Log files folder and SYSVOL folder.

@l Active Directory Domain Services Installation Wizard

Location for Database, Log Fles, and SYSWVOL
Specify the folders that will contain the Active Directorny domain controller
database, log files, and 5YSVOL.

For better peformance and recoverability, store the database and log files on separate

waolumes.

Database folder:

C '\ Windows'\NTDS Browse... |
Loq files folder:

IC:"-.‘.".n'ind-:uws"-.NTDS Browse. .. |
SYSVOL folder:

IC:"-.‘.".n'inu:l-:uws"-.SYS‘-.-"OL Browse.. |

Mare about placing Active Directory Domain Services files

< Back Mest = Cancel

Press the Next button to continue.

Specify the Directory Services Restore Mode Administrator Password.
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@ Active Directory Domain Services Installation Wizard

Directory Services Restore Mode Administrator Password

The Directony Services Restore Mode Administrator accourt is diferent from the domain
Administrator account.

Assign a password for the Administrator account that will be used when this domain
controller is started in Directony Services Restore Mode. We recommend that you
choose a strong password.

Password: qunu

Confirm password: I--------

Maore about Directory Services Restore Mode password

< Back Mest = Cancel

Press the Next button to continue.

Check all of the parameters are correct; press the Back button if any change is required.

Technical Reference Series
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@ Active Directory Domain Services Installation Wizard

Summary

Beview your selections:

Corfigure this server as the first Active Directory domain cantraller in a new forest.

The new domain name is "SANDeploy Local". This is also the name of the new
forest.

The NetBIOS name of the domain is "SANDEPLOY™.
Forest Functional Level: Windows Server 2008
Domain Functional Level: Windows Server 2008

Site: Default-First-5ite-MName

To change an option, click Back. To begin the operation, click Mext.

=l

These settings can be exported to an answer file for use with Export settings... |

other unattended operations.

More about using an answer file

< Back Mest =

Cancel

Press the Next button to continue.

After a while, Active Directory Domain Services Installation is completed.

Technical Reference Series
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@ Active Directory Domain Services Installation Wizard

Completing the Active Directory
Domain Services Installation

Wizard

administrative tool.

To cloge this wizard, click Finish.

Active Directony Domain Services is now installed an this;l
computer for the domain "5AMNDeploy . Local”.

This Active Directory domain controller is assigned to the
site " Default-First-Site-Mame". You can manage sites
with the Active Directony Stes and Services

¢ Back I Finish I Catizel

Press the Finish Button to close the wizard.

Restart is required.

! Active Directory Domain Services

You must restart your computer before the changes made by the
Active Directory Domain Services Installation wizard take effect.

Do not Restart Mow

B

Press the Restart Now button to restart the computer.

Install DNS

Technical Reference Series

Use administrator role to log on to the Domain controller machine and launch the DNS Manager.
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2 DNS Manager

ol x|
File  Acton View Help

el 2 el Gl WA 2 D = =N

2 DNS

= F ospc

Global Logs
|| Forward Lookup Zones

1]
[ Conditional f

rmation about one or maore contiguous DMS domains.

add a new zone, on the Action menu, dick New Zone,

|Creabe a new zone.

Right click on the Reverse Lookup Zone in the left tree view and then select New Zone... menu item.

The New Zone Wizard appears.
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New Zone Wizard x|

Welcome to the New Zone
Wizard

This wizard helps you create a new zone for your DMS
SErver,

A zone translates DMS names to related data, such as IP
addresses or network services,

To continue, dick Mext,

= Back I Mext = I Cancel

Press the Next button to continue.

Select zone type.
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New Zone Wizard x|

Zone Type
The DMS server supports various types of zones and storage.

Select the type of zone you want to create:

g Primary zone
Creates a copy of a zone that can be updated directly on this server.

" Secondary zone

Creates a copy of a zone that exists on another server. This option helps balance
the processing load of primary servers and provides fault tolerance.,

" stub zone

Creates a copy of a zone containing only Mame Server (N5), Start of Authority

{504), and possibly glue Host (A) records. A server containing a stub zone is not
authoritative for that zone.

[¥ Store the zone in Active Directory (available only if DNS server is a writeable domain
contraller)

< Back I Mext = I Cancel

Select the Primary zone and keep the selection of Store the zone in Active Directory.

Press the Next button to continue.

Select zone replication scope.
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New Zone Wizard x|

Active Directory Zone Replication Scope
You can select how you want DMNS data replicated throughout your netwark,

Select how you want zone data replicated:

™ To &l DNS servers running on domain contrallers in this forest: SANDeploy.Local

¥ To all DNS servers running on domain controllers in this domain: SANDeploy. Local:

" To all domain controllers in this domain (for Windows 2000 compatibility):
SAMDeploy. Local

€ T &l domain controllers specified inthe scope of this direckarsy: partition:

| -~

< Back I Mext = I Cancel

Keep the default selection.
Press the Next button to continue.

Choose reverse lookup zone name.



Hew Zone Wizard

Reverse Lookup Zone Hame
A reverse lookup zone translates IP addresses into DS names,

Select IPv4 Reverse Lookup Zone.

Press the Next button to continue.

Type the network ID or zone name.
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New Zone Wizard x|

Reverse Lookup Zone Name
A reverse lookup zone translates IP addresses into DS names,

To identify the reverse lookup zone, type the network ID or the name of the zone.
& petwork ID:
192 168 100 .

The netwark ID is the partion of the IP addresses that belongs to this zone. Enter the
network ID in its normal (not reversed) order.

If you use a zero in the network ID, it will appear in the zone name. For example,
network ID 10 would create zone 10.in-addr.arpa, and network ID 10,0 would create
zone 0. 10.in-addr.arpa.

" Reverse lookup zone name:
100, 168, 192.in-addr.arpa

< Back I Mext = I Cancel

Select the Network ID and then type IP address in the Network ID.

Press the Next button to continue.

Specify dynamic update options.
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Hew Zone Wizard

Dynamic Update
You can specfy that this DNS zone accepts secure, nonsecure, or no dynamic
updates.

X

K

Dynamic updates enable DMS dient computers to register and dynamically update their
resource records with a DNS server whenever changes ocour,

Select the type of dynamic updates you want to allow:

&' allow only secure dynamic updates {recommended for Active Directory)
This option is available only for Active Directory-integrated zones.

" allow both nonsecure and secure dynamic updates
Dynamic updates of resource records are accepted from any dient.
This option is a significant security vulnerability because updates can be
~~  accepted from untrusted sources.

" Do not allow dynamic updates

Dynamic updates of resource records are not accepted by this zone. You must update

these records manually.

< Back I Mext = I Cancel

Press the Next button to continue.

Check all the parameters all required, press the Back button if any change is required.

Technical Reference Series
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Hew Zone Wizard

Completing the New Zone Wizard

You have successfully completed the Mew Zone Wizard, You
spedfied the following settings:

Mame: 100,168, 192.in-addr.arpa ;I
Type: Artive Directory-Integrated Primary

Lookup type: Reverse

[

Mote: You should now add records to the zone or ensure
that records are updated dynamically, You can then wverify
name resolution using nslookup.

To dose this wizard and create the new zone, didk Finish.

X

< Back

Press the Finish button to close the New Zone Wizard.

Technical Reference Series

Right click on the SANDeploy.Local in the left tree view of DNS Manager, then select New Host (A or

AAA)... menu item.
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2 DNS Manager -0l x|
File  Acton View Help
e 2@ XE o= HE| & 8L
gi_., D_NS MName | Type | Data | Timestamp
= & oeoc 2 _msdcs
Global Logs ~ sites
= || Forward Lookup Zones | tep
é:'.J _msdcs, KernSafe,Local | udp
H |2
) Eéverse L ;I;datde Server Data File ?::
= W oa
— Conditionz Mew Host (A or AAAA)... nt folder) Start of Authority (SOA) [47], 08dc.kernsafe.local., ... static
New Alias (CNAME). .. nt folder) Mame Server (N3) 08dc. kernsafe.local. static
Mew Mail Exchanger (MX)... nt folder) Hast (A) 192.168.0.197 1122010 9;
Mew Domain. .. Haost (A) 192.168.0.197 static
New Delegation. .. ] Host (A) 192.168.0,197 static
Other New Records. ..
All Tasks »
View 3
Delete
Refresh
Export List...
Properties
Help

al {214l

|Creabe a new host resource record.

The New Host dialog appears.

Mame (uses parent domain name if blank):

| 08Node 1

Fully qualified domain name (FQDM):

| 08MNode 1.5ANDeploy.Local.

IF address:

| 192. 168,100,101

¥ Create assodated pointer (PTR) record:

™ allow any authenticated user to update DNS records with the

Sdme oWner name

| Add Host I

Cancel
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Type host name in the Name and IP address in the IP address field for the 08Nodel machine.
Check the Create associated pointer (PTR) record checkbox.

Press the Add Host button to add 08Nodel DNS record.

Mewtost x|

Mame (uses parent domain name if blank):
| 08Node2

Fully qualified domain name (FQDM):
I 08Mode 2. SANDeploy.Local.

IF address:
| 192, 168, 100.102]

W Create aszociated pointer (FTR) record

™ allow any authenticated user to update DNS records with the
Same oWner Name

| Add Host I Done

Type host name in the Name and IP address in the IP address field for the 08Node2 machine.

Check the Create associated pointer (PTR) record checkbox.

Press the Add Host button to add 08Node2 DNS record.

Press the Done button to close New Host dialog.

Now we will see the two records in the DNS Manager.
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2 DNS Manager -0l x|
File  Acton Wiew Help
& | XRE o= HEIE 8
ﬁ, D_NS MName | Type | Data | Timestamp
B 5 08DC -1 _msdcs
Global Logs 7| sites
= || Forward Lookup Zones X tep
_‘_ _msdcs. SANDeploy.Loc 7 udp
: "y _| DomainDnsZones
= EEVETEE Lc:c:: i ZDI:ES | ForestDnsZones
| -onditienal Forwarders ﬂ[same as parent folder) Start of Authority (SOA) [47], 08dc.sandeploy.local.,... static
§—| (same as parent folder) Mame Server (N3) 08dc.sandeploy.local. static
§—| (same as parent falder) Hast (A) 192.163.0.200 10/8/2010 2
= oade Host (&) 192.168.0.200 static
§—| win-fibs4o4ig4d Host (A) 192.163.0.200 static
ﬂ 08Node 1 Huost (A) 192,168,100, 101
ﬂ 08Node2 Huost (A) 192,168, 100,102
| | 2]« | i

Configuring on SANDeploy Server

Network Adapter

For working in clustering environment, the network adapter must be assigned a static IP address. Select
the Internet Protocol Version 4(TCP/IPv4) and then press the Properties button, the Internet Protocol

Version 4 (TCP/IPv4) dialog appears.
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Internet Protocol Version 4 (TCP{IPv4) Prope ed |

General |

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IF settings.

{” Obtain an IP address automatically
¥ |ze the following IP address:

IP address: |132.188. 0 . 3
Subret mask: | 255 . 255 .255. 0
Default gateway: 192.188. 0 . 1

= Obkain DMS server address autonmatically

¥ |ze the following DMS server addreszes:

Preferred DMS server: I 192 . 168, 0 . 1

Alternate DMS server: I

[ validate settings upon exit Advanced... |
Ok I Cancel |

Set the second network adapter of Domain Controller as shown in the figure. IP address is set as

192.168.100.3 and Subnet mask is set as 255.255.255.0.

Preparing Quorum Volume

Click Start->Administrative Tools->SANDeploy Server (SANDeploy Boot Server) to launch the SANDeploy
management console, right click on the Virtual Volumes tree node, and then select the Create Virtual

Volume... menu item. the Create Virtual Volume Wizard appears.

Select Storage Media type
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-

Create Virtual Vaolume Wizard

Select iSC51 Storage Media

" Physzical dizk
" Yirtwal CO/DYD Image File
" Physical CD/DYDARW Drive

Please choose an appropriate media in the following list

Choose Standard Image file.

Press the Next button to continue.

Select image file.

-

Create Virtual Volume Wizard

)

Select Image Fle
Please choose a regular disk image file

7 Usze existing image file

{* Create a new image fil

<<

|FE:'\EJ LiorLrm. img

Enter Device zize [ME]:

2045 —~l
=l

Browse

<Back ||

Ned> | | Cancel

Technical Reference Series
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Select Create a new image file or Use existing image file if you already have a one.
Specify the device size.
Press the Next button to continue.

Set cache settings.

Create Virtual Volume Wizard I&

High Speed Cache Setting
Choose enable or disable high speed cache. "ﬁ,ﬂ"‘

[ Enable high speed cache on this svolume

Cache Parameters

Cache zize in MBsz A1

Cache block expiry penod time in ms: | 5000

ansam

<Back | MNed> | | Cancel

Cache option is optionally for this project.

Choose or not choose Enable high speed cache on this volume.
Specify Cache size.

Specify Cache block expiry period time.

Press the Next button to continue.

Set Write-Back Cache settings.
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Create Virtual Vaolume Wizard ﬁ

Write-Back Cache Setting .
Select a folder for saving the temporaly data of each clients 'Q_.:-—*

| Enable wiite-back cache for this volume

"Wirite-B ack Cache Parameters

Select a folder to stora temparary client data;

|I::"-.T EMmph

[Quota for each client in MEBxz

=]
2042 =

<Back || Ned> | | Cancel

This option has no sense to use on this session.
Do not select Enable write-back cache on this volume.

Press the Next button to continue.

Create Virtual Volume Wizard ﬁ

Finish )
Congratulations, the tanget is being createdyou have completed all 'ﬂ;—*
the configurations

Description

igr. 2008-08. com. zandeploy. volurme: Quomm

<Back || Fnsh | | Cancel
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Type description in the Description field.

Press the Finish button to complete quorum virtual volume creating.

Preparing Standard Volume

In the SANDeploy management console, right click on the Virtual Volumes tree node, and then select

the Create Virtual Volume... menu item. the Create Virtual Volume Wizard appears.

Select Storage Media type

Create Virtual Volume Wizard I&

Select i5CS5| Storage Media )
Please choose an appropriate media in the following list "d,_.:-""

" Physical disk

" irtual CD/DVD Image File
" Phyzical CO/DYD AR Drive

[[ma]
a
g
e
&'
=
0
o

Choose Standard Image file.

Press the Next button to continue.

Select image file.
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Create Virtual Vaolume Wizard ﬁ

Select Image Fle
Please choose a regular disk image file "Q

(* [Create a new image file

Browse

" Uze existing image file

|Fi:"~5tanl:lan:|.img

Enter Device size [MB]:

=1
10240 =|

-

<Back || MNet> | | Cancel

Select Create a new image file or Use existing image file if you already have a one.

Specify the device size.

Press the Next button to continue.

Set cache settings.

Technical Reference Series
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Create Virtual Valume Wizard ﬁ

High Speed Cache Setting
8

Chioose enable or disable high speed cache.

| Enable high speed cache on this volume

Cache Parameters

Cache zize in MBz g

Cache block expiry penod time in mas: (5000

Lk} Sl

<Back || Ned> | | Cancel

Cache option is optionally for this project.

Choose or not choose Enable high speed cache on this volume.
Specify Cache size.

Specify Cache block expiry period time.

Press the Next button to continue.

Set Write-Back Cache settings.



SANDeploy Technical Reference Series

Create Virtual Vaolume Wizard ﬁ

Write-Back Cache Setting .
Select a folder for saving the temporaly data of each clients 'Q_.:-—*

| Enable wiite-back cache for this volume

"Wirite-B ack Cache Parameters

Select a folder to stora temparary client data;

|I::"-.T EMmph

[Quota for each client in MEBxz

=]
2042 =

<Back || Ned> | | Cancel

This option has no sense to use on this session.
Do not select Enable write-back cache on this volume.

Press the Next button to continue.

Create Virtual Volume Wizard ﬁ

Finish )
Congratulations, the tanget is being createdyou have completed all 'ﬂ;—*
the configurations

Description

igr. 2008-08. com. zandeploy. volume: Standard

<Back || Fnsh | | Cancel
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Type description in the Description field.

Press the Finish button to complete quorum virtual volume creating.

Preparing iSCSI Target

In the SANDeploy Management Console, right click on the iSCSI Targets node of left tree, then select

the Create Target... menu item. The Create iSCSI Target Wizard appears.

Select LUNs.
Create iSCS] Target Wizard = &5 |
Select LUN o
Please choose at least one LUN in the following list "Q_.:-*
Available Volumes: Selected Valumes:

— = = |
ign. 2008-08. com. zandeploy, volume: Guorim g i

[ » ]
[« ]

Select the two volumes that we just created a few minutes ago.
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Create iSCSI Target Wizard |
Select LUN
Please choose at least one LUN in the following list "ﬂ!.:—*
Available Volumes: Selected Volumes:

ign. 2008-08. com. zandeploy. volume: Standard
ign. 2008-08. com. zandeploy. wolurme: G uorum

[ ]
]

Press the Next button to continue.
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.
Create iSCSI Target Wizard S|

Set iSCS| Target Authorization |
Please at least one CHAP group "q,'}"

Awailable Groupsz: Selected Adminiztrator's Groups:

.":". MoAYMoLE

-

B

<

-

<Back | MNet> | | Cancel |

Choose a CHAP user’s group to obtain administrator’s access right. We select Anonymous (no CHAP

authorization) as a demo.
Press the Next button to continue.

Specify Target Name.
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Create iSCSI Target Wizard S|

Finish !
Enter target name to finish i5C5] target creating "‘d,:-‘"

T argett ame:

ign. 2008-08. com. zandeploy: SAM S erver, SAMD

<Back || Fnsh | | Cancel

Type the target name.

Press the Finish button to complete the iSCSI target creating.

Configuring on Cluster Node 1

Network Adapter

For working in clustering environment, the network adapter must be assigned a static IP address. Select
the Internet Protocol Version 4(TCP/IPv4) and then press the Properties button, the Internet Protocol

Version 4 (TCP/IPv4) dialog appears.
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Internet Protocol Version 4 (TCP/IPv4) Properties d |

General |

You can get IP settings assigned automatically if your network supparts
this capability. Otherwise, you need to ask your netwark administrator
for the appropriate IP settings.

{” Obtain an IF address automatically
¥ |ze the following IP address:

IF address: | 132.188 . 0 . 101
Subnet mask: | 255 .255.255. 0
Default gateway: |192.168. 0 . 1

= Obtain DNS server address autarmatically

¥ |ze the following DNS server addreszes:

Preferred DNS server: |192.168. 0 . 1

Alternate DMS server: I

[ validate settings upon exit Advanced... |
| Ok I Cancel |

Type in the IP address, Subnet mask, Default gateway and Preferred NDS server.

Set the second network adapter of 08Node1.
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Internet Protocol Version 4 (TCP{IPv4) Propertie

General |

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator

for the appropriate IF settings.

{” Obtain an IP address automatically
¥ |ze the following IP address:

2l

IF address: I 192 , 168 . 100 . 101
Subnet mask: | 255 . 255 .255. 0
Default gateway: I 192 . 168 . 100 . 1
= Obkain DMS server address autonmatically

¥ |ze the following DMS server addreszes:

Preferred DMS server: I 192 . 168 . 100 . 100
Alternate DMS server: I

[ validate settings upon exit

Advanced... |

QK I Cancel |

Type in the IP address and Subnet mask.

Press the OK button to change IP address.

Join to the domain

Press the OK button to change IP address.

Open System Properties page.

Technical Reference Series
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eI
|(K) LIEL. + Control Panel = System and Security  System - l@j I Search Control Panel

Control Panel Home

View basic information about your computer

@) Device Manager Windows edition
I@' Remote settings Windows Server 2008 R2 Enterprise

@ Advanced system settings Copyright © 2008 Microsoft Corporation. All rights reserved.

System
Processor: Intel(R) Core(TM)2 Quad CPU Q9550 @ 2.83GHz 2.84GHz
Installed memory (RAM): 1.00 GB
System type: 64-bit Operating System
Pen and Touch: No Pen or Touch Input is available for this Display

Computer name, domain, and workgroup settings

Computer name: WIN-BEIB117Q300Q '@'Change settings
Full computer name: WIN-B&IB117Q80Q
Computer description:

See also Workgroup: WORKGROUP

Action Center
Windows Update

Windows activation

@& 3 days until automatic activation. Activate Windows now LI

Click on the Change settings link, the System Properties Dialog appears.



System Properties




System Properties

Press the Change... button.
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Computer Name/Domain Changes 5[

You can change the name and the membership of this
computer. Changes might affect access to netwaork resources.
Mare information

Computer name:
08Maode

Full computer name:
(2Node

More...

— Member of
¥ Domain:

Isandepln}r.lnca“

" Workgroup:
|'-.*-.-'0HKG ROUP

] I Cancel

Type 08Nodel in the Computer name and sandeploy.local in the Domain.
Press the OK button to change computer name and join the domain.

Domain controller account is required to join the domain.

Windows Security x|

Computer Name/Domain Changes

Enter the name and password of an account with permission to remove this
computer from the domain.

ﬂr lser name

Domain: SAMDeploy.Local

K, Cancel

Type your user name and password.

Press the OK button to continue.
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If successful, the Computer Name/Domain Changes notification dialog is shown as below.

Computer Name/Domain Changes El

:l Welcome to the sandeploy.local domain,

Press the OK button to continue.

Restart is required.

Microsoft Windows : x|

You must restart your computer to apply these changes

Before restarting, save any open files and dose all programs.

Restart Later |

Press the Restart Now button to restart the computer.

Log in to iSCSI disks

Lunch the Administrative Tools -> Microsoft iSCSI initiator.
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i5CSI Initiator Properties

Targets | Discovery | Fawvorite Targets I Volumes and Devices I RADIUS | Configuration I

x|

— Quick Connect
To discover and log on to a target using a basic connection, type the IP address or
DMS name of the target and then dick Quick Connect.
Target: Quick Connect, ..
—Discovered targets
Refresh
MName | Status |
To connect using advanced options, select a target and then Errrad:
dick Connect. =
To completely disconnect a target, select the target and [T .
then dick Disconnect. —
For target properties, induding configuration of sessions, Properties...
select the target and dick Properties. =
For configuration of devices assodated with a target, select ez
the target and then dick Devices. =
More about basic iISCSI connections and targets
QK I Cancel Apply

Select the Discovery page.

Technical Reference Series
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i5CSI Initiator Properties

.Targets Discovery | Favorite Targets I Volumes and Devices I RADIUS | Configuration I

—Target portals
The system will loak for Targets on following portals: == I
Address | Port I Adapter I IF address |

To add a target portal, didk Discover Portal.

To remove a target portal, select the address above and
then dick Remave,

Discover Portal. ..

Bemove

riSMS servers

The system is registered on the following iSMS servers:

Refresh

Marne

To add an iSMS server, dick Add Server.

To remove an iSMS server, select the server above and
then dick Remove.

Add Server...

Remowve

More about Discovery and iSMS

x|

OK

Cancel

Press the Discovery Portal button, the Discovery Target Portal dialog appears.

Technical Reference Series
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Discover Target Portal |

Enter the IP address or DMS name and port number of the portal you
want to add.

To change the default settings of the discovery of the target portal, dick
the Advanced button.

IP address or DNS name: Port: (Defaultis 3260.)
| 3260

| 192,168.0.3

Advanced... | oK Cancel

Type IP address or NDS name and Port of the SANDeploy Server in the required fields.

Press the OK button to add.

Select the Targets page.
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iSCSI Initiator Properties x|

Targets | Discovery I Favorite Targets I Volumes and Devices I RADIUS | Configuration I

 Quick Connect
To discover and log on to a target using a basic connection, type the IP address or
DMS name of the target and then dick Quick Connect.
Target: Quick Connect, .. |
—Discovered targets
Refresh |
MName | Status |
ign. 2003-08.com.sandeploy:SAMServer. SAMD Inactive
To connect using advanced options, select a target and then T |
dick Connect. =
To completely disconnect a target, select the target and Disconnect |
then dick Disconnect. —
For target properties, induding configuration of sessions, Properties... |
select the target and dick Properties. =
For configuration of devices assodated with a target, select Devices, .. |
the target and then dick Devices. =

Mare about basic iSCSI connections and targets

QK I Cancel Apply

Select the target just added and then press the Connect button.
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Connect To Target 5'

Target name:

v Add this connection to the list of Favorite Targets.

This will make the system automatically attempt to restore the
connection every time this computer restarts.

[~ Enable mult-path

Advanced... | ()4 I Cancel

Keep selection of the Add this connection to the list of Favorite Targets.

Press the OK button to continue.

If successful, the logged on targets are shown in the figure.



SANDeploy

i5CSI Initiator Properties

Targets | Discovery I Favorite Targets I Volumes and Devices I RADIUS | Configuration I

 Quick Connect

DMS name of the target and then dick Quick Connect.

Target:

To discover and log on to a target using a basic connection, type the IP address or

Quick Connect, .. |

—Discovered targets

Refresh |

To connect using advanced options, select a target and then

X

Connect |
dick Connect. =
To completely disconnect a target, select the target and Disconnect |
then dick Disconnect. —
For target properties, induding configuration of sessions, Properties... |
select the target and dick Properties. =
For configuration of devices assodated with a target, select Devices, .. |
the target and then dick Devices. =

More about basic iISCSI connections and targets
QK I Cancel Apply

Launch the Windows Computer Management Console.

An Initialize Disk dialog is shown.
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Initialize Disk

You must intialize a disk before Logical Disk Manager can access it.

Select disks:

V] Disk 1

| Disk 2

IUse the following partition style for the selected disks:

Maote: The GPT partition style is not recognized by all previous versions of
Windows. It is recommended for disks larger than 2TE., or disks used on
tanium-based computers.

i+ MER (Master Boot Fecord)
" GPT{GUID Partition Table)

o]

Keep the selection of the tow disks.

Select partition style for the selected disks.

Press the OK button to continue.

gComputer Management

File Action View Help

Technical Reference Series

=181

s | EE

=
E

=

Computer Management (Local)
it system Tools
@ Task Scheduler
@ Event Viewer
[#72| Shared Folders
.k. Local Users and Groups
@) Performance
4 Device Manager

22 storage

=% Disk Management
¢ Services and Applications

Volume | Layoutl Type | File System | Status

| Actions
Cw (C:) Simple Basic NTFS Healthy (System, Boot, Page File, Active, Crash Disk Management _
More Actions 2
< | i
i
=
L uDisk 1
Basic
2.00GB 2.00GE
Orline Unallocated
_uDisk 2
Basic
10,00 GB 10.00 GB
Oriling Unallocated

B Unallocated | Primary partition
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Right click on the Disks and then select New Simple Volume, partition and format the two disks followed

by wizard.
If successful, the new volumes created are shown in the figure below.

E;!Computer Management ;lglil
File Action Wiew Help

&2 2 nlHE R XE = =

A Computer Management (Local) volume | Layout | Type | File System | Status | Actions

2 i} systemTools a (C:) Simple Basic NTFS Healthy (System, Boot, Page File, Active, Crash L Management o
@ Task Scheduler C®0Q... Simple Basic NTFS Healthy (Primary Partition) :
2] Event viewer CwSt., Simple Basic NTFS Healthy (Primary Partition) Mare Actions 4

] Shared Folders
%, Local Users and Groups
@ Performance
24 Device Manager
El (25 Storage
) =% Disk Management | |
:"{3 Services and Applications

Bl

_uDisk 1

Basic

2.00 GB

Online Healthy (Primary Partition) J
L Disk 2

Basic tandard (S:)

10.00 GB 10.00 GB MTFS

Online ealih?Prim? Parﬁti?

-

B Unallocated ] Primary partition

Installing Failover Clustering Service

Launch the Windows Server manager Console.
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E,._ Server Manager ;Iglﬂ

File Action View Help

&= |=H

Server Manager (0BNODEL)

| Features

e Diagnostics Get an overview of the status of this server, perform top management tasks, and add or remove server
L g ” roles and features.

%}I Configuration

o Roles

Storage -
* Server Summary Server Summary Help
"" Computer Information C&‘ Activate Windows
‘ .
Full Computer 0BNODE L. SANDeploy. Local R
Name: & view Network Connections
-
Domain: SANDeploy.Local -_l_.. Configure Remote Desktop
Configure Server Manager Remote
Local Area 192.168.0,101, IPv6 enabled Management
Connection:
Local Area 192,168, 100,101, IPvE enabled
Connection 2:
Remote Desktop: Disabled
Server Manager Disabled
Remote
Management:
Product ID: Mot activated

{'ﬁ Last Refresh: Today at 4:18 PM  Configure refresh

Select the Features node from the left tree view.
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Fz Server Manager

File Action View Help

18] ]
B S

% Server Manager (D8NODE1)
5! Roles

g

Jm Diagnostics

~ View the status of features installed on this server and add or remove features.
it Configuration
l‘\ﬁ Storage

[~ Features Summary

Features Summary Help
~ Features: 0 of 42 installed

Eﬂ Add Features
é Remove Features

%:; Last Refresh: Today at 10:57 PM  Configure refresh

Click the Add Features link, the Add Features Wizard appears.
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Add Features Wizard x|

= l Select Features

Features Select one or more features to install on this server.
Confirmation Eeatures: Description:
Progress ] Failover Clustering allows multiple
LI .NET Framework 3 5.1 Features ) 21 Serversto work togetherto provide
Results O Bédﬂground.Intelhgent'.l'ransfer Service (BITS) high availahility of services and
[] sitLocker Drive Encryption applications. Failover Clustering is
BranchCache often used forfile and print services,
chCach ft d forfile and print i
[] connection Manager Administration Kit database and mail applications.

[] Desktop Experience
|:| DirectAccess Management Console

|:| Group Policy Management

[ 1nk and Handwriting Services
[] Internet Printing Client
|:| Internet Storage Name Server
[] LPR Port Monitor

[[] Message Queuing
] Multipath 10
[ Metwork Load Balanding
[] peer Name Resolution Protocal
[ quality Windows Audio Video Experience
[ ] Remote Assistance

| ["1 Remote Differential Compression | _ILI
4 3

More about features

< Previous | Mext = I Install Cancel

Select the Failover Clustering.

Press the Next button to continue.
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Add Features Wizard x|

[ﬁ% Confirm Installation Selections

Features . . . )
To install the following roles, role services, or features, didk Install.

Confirmation

G_,\) 1 informational message below
Progress

Results G_:J This server might need to be restarted after the installation completes.

Failover Clustering

Print, e-mail, or save this information

< Previous Mext = | Install I Cancel

Press the Install button to install the Failover Clustering feature.

The installation of the Failover Clustering is going on.
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Add Features Wizard

-~ gg Installation Progress

Features The following roles, role services, or features are being installed:

Confirmati
erirmaten Failover Clustering

Progress

Results

Vk_

Installing...

< Previous | Mext = | Install Cancel

If successful, the wizard will complete and show as the figure below.
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Add Features Wizard x|

=¥

_;l%:;a Installation Results

L’
Features . . .
The following roles, role services, or features were installed successfully:
Confirmation
' 1warning message below
Progress o
v, Windows automatic updating is not enabled. To ensure that your newly-installed role or feature is

automatically updated, turn on Windows Update in Control Panel.
Failover Clustering 'a Installation succeeded

Print, e-mail, or save the installation report

< Previous ext = | Close I Cancel

Press the Close button.

Configuring on Cluster Node 2

Network Adapter

For working in clustering environment, the network adapter must be assigned a static IP address. Select
the Internet Protocol Version 4(TCP/IPv4) and then press the Properties button, the Internet Protocol

Version 4 (TCP/IPv4) appears.
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Internet Protocol Version 4 (TCP/IPv4) Properties d |

General |

You can get IP settings assigned automatically if your network supparts
this capability. Otherwise, you need to ask your netwark administrator
for the appropriate IP settings.

{” Obtain an IF address automatically
¥ |ze the following IP address:

IF address: | 132.188 . 0 . 102
Subnet mask: | 255 .255.255. 0
Default gateway: |192.168. 0 . 1

= Obtain DNS server address autarmatically

¥ |ze the following DNS server addreszes:

Preferred DNS server: |192.168. 0 . 1

Alternate DMS server: I

[ validate settings upon exit Advanced... |
| Ok I Cancel |

Type in the IP address, Subnet mask, Default gateway and Preferred NDS server.

Set the second network adapter of 08Node2.
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Internet Protocol Version 4 (TCP{IPv4) Propertie

General |

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator

for the appropriate IF settings.

{” Obtain an IP address automatically
¥ |ze the following IP address:

2l

IF address: I 192 , 168 . 100 , 102
Subnet mask: | 255 . 255 .255. 0

Default gateway: I 192 . 168 . 100 . 1

= Obkain DMS server address autonmatically

¥ |ze the following DMS server addreszes:

Preferred DMS server: I 192 . 168 . 100 . 100
Alternate DMS server: I

[ validate settings upon exit

Advanced... |

QK I Cancel |

Type in the IP address and Subnet mask.

Press the OK button to change IP address.

Join to the domain

Press the OK button to change IP address.

Open System Properties page.

Technical Reference Series
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eI
|(K) LIEL. + Control Panel = System and Security  System - l@j I Search Control Panel

Control Panel Home

View basic information about your computer

@) Device Manager Windows edition
I@' Remote settings Windows Server 2008 R2 Enterprise

@ Advanced system settings Copyright © 2008 Microsoft Corporation. All rights reserved.

System
Processor: Intel(R) Core(TM)2 Quad CPU Q9550 @ 2.83GHz 2.84GHz
Installed memory (RAM): 1.00 GB
System type: 64-bit Operating System
Pen and Touch: No Pen or Touch Input is available for this Display

Computer name, domain, and workgroup settings

Computer name: WIN-BEI&117Q79P '@'Change settings
Full computer name: WIN-BEIBI17Q TP
Computer description:

See also Workgroup: WORKGROUP

Action Center
Windows Update

Windows activation

@& 3 days until automatic activation. Activate Windows now LI

Click on the Change settings link, the System Properties Dialog appears.



System Properties

, I
Apply

Press the Change... button.
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Computer Name/Domain Changes 5[

You can change the name and the membership of this
computer. Changes might affect access to netwaork resources.
Mare information

Computer name:
II}BNndeE

Full computer name:
028Node2|

More...

— Member of
¥ Domain:

Isandeplw.lncal

" Workgroup:
|'-.*-.-'0HKG ROUP

] I Cancel

Type 08Node2 in the Computer name and sandeploy.local in the Domain.
Press the OK button to change computer name and join the domain.

Domain controller account is required to join the domain.

Windows Security x|

Computer Name/Domain Changes

Enter the name and password of an account with permission to remove this
computer from the domain.

ﬂr lser name

Domain: SAMDeploy.Local

K, Cancel

Type your user name and password.

Press the OK button to continue.
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If successful, the Computer Name/Domain Changes notification dialog is shown as below.

Computer Name/Domain Changes El

:l Welcome to the sandeploy.local domain,

Press the OK button to continue.

Restart is required.

Microsoft Windows : x|

You must restart your computer to apply these changes

Before restarting, save any open files and dose all programs.

Restart Later |

Press the Restart Now button to restart the computer.

Log in to iSCSI disks

Lunch the Administrative Tools -> Microsoft iSCSI initiator.



SANDeploy

i5CSI Initiator Properties

Targets | Discovery | Fawvorite Targets I Volumes and Devices I RADIUS | Configuration I

x|

— Quick Connect
To discover and log on to a target using a basic connection, type the IP address or
DMS name of the target and then dick Quick Connect.
Target: Quick Connect, ..
—Discovered targets
Refresh
MName | Status |
To connect using advanced options, select a target and then Errrad:
dick Connect. =
To completely disconnect a target, select the target and [T .
then dick Disconnect. —
For target properties, induding configuration of sessions, Properties...
select the target and dick Properties. =
For configuration of devices assodated with a target, select ez
the target and then dick Devices. =
More about basic iISCSI connections and targets
QK I Cancel Apply

Select the Discovery page.

Technical Reference Series
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i5CSI Initiator Properties

.Targets Discovery | Favorite Targets I Volumes and Devices I RADIUS | Configuration I

—Target portals
The system will loak for Targets on following portals: == I
Address | Port I Adapter I IF address |

To add a target portal, didk Discover Portal.

To remove a target portal, select the address above and
then dick Remave,

Discover Portal. ..

Bemove

riSMS servers

The system is registered on the following iSMS servers:

Refresh

Marne

To add an iSMS server, dick Add Server.

To remove an iSMS server, select the server above and
then dick Remove.

Add Server...

Remowve

More about Discovery and iSMS

x|

OK

Cancel

Press the Discovery Portal button, the Discovery Target Portal dialog is shown.

Technical Reference Series
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Discover Target Portal |

Enter the IP address or DMS name and port number of the portal you
want to add.

To change the default settings of the discovery of the target portal, dick
the Advanced button.

IP address or DNS name: Port: (Defaultis 3260.)
| 3260

| 192,168.0.3

Advanced... | oK Cancel

Type IP address or NDS name and Port of the SANDeploy Server in the required fields.

Press the OK button to add.

Select the Targets page.
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iSCSI Initiator Properties x|

Targets | Discovery I Favorite Targets I Volumes and Devices I RADIUS | Configuration I

 Quick Connect
To discover and log on to a target using a basic connection, type the IP address or
DMS name of the target and then dick Quick Connect.
Target: Quick Connect, .. |
—Discovered targets
Refresh |
MName | Status |
ign. 2003-08.com.sandeploy:SAMServer. SAMD Inactive
To connect using advanced options, select a target and then T |
dick Connect. =
To completely disconnect a target, select the target and Disconnect |
then dick Disconnect. —
For target properties, induding configuration of sessions, Properties... |
select the target and dick Properties. =
For configuration of devices assodated with a target, select Devices, .. |
the target and then dick Devices. =

Mare about basic iSCSI connections and targets

QK I Cancel Apply

Select the targets just added and then press the Connect button.
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Connect To Target 5'

Target name:

v Add this connection to the list of Favorite Targets.

This will make the system automatically attempt to restore the
connection every time this computer restarts.

[~ Enable mult-path

Advanced... | ()4 I Cancel

Keep selection of the Add this connection to the list of Favorite Targets.

Press the OK button to continue.

If successful, the logged on targets are shown in the figure.
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i5CSI Initiator Properties

Targets | Discovery I Favorite Targets I Volumes and Devices I RADIUS | Configuration I

 Quick Connect

DMS name of the target and then dick Quick Connect.

Target:

To discover and log on to a target using a basic connection, type the IP address or

Quick Connect, .. |

—Discovered targets

Refresh |

To connect using advanced options, select a target and then

X

Connect |
dick Connect. =
To completely disconnect a target, select the target and Disconnect |
then dick Disconnect. —
For target properties, induding configuration of sessions, Properties... |
select the target and dick Properties. =
For configuration of devices assodated with a target, select Devices, .. |
the target and then dick Devices. =

More about basic iISCSI connections and targets
QK I Cancel Apply

Launch the Windows Computer Management Console.
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L=
File Action View Help
o= | HmEEE S E
A Computer Management (Local) Valume | Laﬂtl Type | File System | Status | Actions
= '[['& System Tools @ (C:) Simple Basic NTFS Healthy (System, Boot, Page File, Active, Crash
@ Task Scheduler
@ Event Viewer Mare Actions »
[ Shared Folders
Local Users and Groups
@ Performance
=4 Device Manager
El &5 storage
=% Disk Management 4| | _,I
:;'(3 Services and Applications _i
“¥/Disk 1
Basic
10.00 GB 10.00 GB
Offline « j
Help
- ¥Disk 2
Basic
2.00 GB 2.00 GB
Offline i
B Unallocated ] Primary partition _1
Right click on the Disk1 and then select the Online menu item, bring Disk1 online.
Right click on the Disk2 and then select the Online menu item, brings Disk2 online.
Il
File Action View Help
e Al el 2 il
A Computer Management (Local) volume | Layout | Type [ File System | status | Actions
= '[['.E System Tools Cw (C:) Simple Basic NTFS Healthy (System, Boot, Page File, Active, Crash
@ Task Scheduler C#Q... Simple Basic NTFS Healthy (Primary Partition)
@ Event Viewer Mare Actions 4

@5t Simple Basic NTFS
[z Shared Folders

Local Users and Groups
(%) Performance
4 Device Manager
= g Storage
B =% Disk Management d | |
i; Services and Applications

Healthy (Primary Partition)

L aDisk 1

Basic Standard (S:)

10.00 GB 10.00 GB NTFS

Orline Healthy (Primary Partition)
_uDisk 2

Basic Quorum (Q:)

2.00GB 2.00 GB NTFS

Online Healthy (Primary Partition)

B Unallocated ] Primary partition

Dl

L
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Right on the Disk1 and then select the Change Driver Letter and Paths... menu item, change the letter of

Disk1 to S:.

Right on the Disk2 and then select the Change Driver Letter and Paths... menu item, change the letter of

Disk2 to Q..

Installing Failover Clustering Service

Launch the Windows Server manager Console.

E,: Server Manager ;Iglﬁl

File Acton \View Help
€9 =]
a server Menoger (QBNDED

=,
o Roles

& Features
i Diagnostics | Get an overview of the status of this server, perform top management tasks, and add or remove server roles
= and features,
JJ- Configuration x
Eg Storage =
<! Server Summary Server Summary Help
~| Computer Information & Activate Windows
ke .
Full Computer Mame: 08Mode 2. SANDeploy. Local I Change System Properties
fir View MNetwork Connections
Domain: SAMNDeploy.Local Gig Configure Remote Desktap
Local Area 192.168.0.102, IPv& enabled S Configure Server Manager Remate
Connection: Management
Local Area 192,168, 100. 102, IPv6 enabled
Connection 2:
Remote Desktop: Disabled
Server Manager Disabled
Remote
Management:
Product ID: Mot activated
I Do not show me this console at logon :I

%:: Last Refresh: Teday at 2:01 AM  Configure refresh

Select the Features node from the left tree view.
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Fz Server Manager

File Action View Help

18] ]
B S

% Server Manager (D8NODE1)
5! Roles

g

Jm Diagnostics

~ View the status of features installed on this server and add or remove features.
it Configuration
l‘\ﬁ Storage

[~ Features Summary

Features Summary Help
~ Features: 0 of 42 installed

Eﬂ Add Features
é Remove Features

%:; Last Refresh: Today at 10:57 PM  Configure refresh

Click the Add Features link, the Add Features Wizard is shown.
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Add Features Wizard x|

= l Select Features

Features Select one or more features to install on this server.
Confirmation Eeatures: Description:
Progress ] Failover Clustering allows multiple
LI .NET Framework 3 5.1 Features ) 21 Serversto work togetherto provide
Results O Bédﬂground.Intelhgent'.l'ransfer Service (BITS) high availahility of services and
[] sitLocker Drive Encryption applications. Failover Clustering is
BranchCache often used forfile and print services,
chCach ft d forfile and print i
[] connection Manager Administration Kit database and mail applications.

[] Desktop Experience
|:| DirectAccess Management Console

|:| Group Policy Management

[ 1nk and Handwriting Services
[] Internet Printing Client
|:| Internet Storage Name Server
[] LPR Port Monitor

[[] Message Queuing
] Multipath 10
[ Metwork Load Balanding
[] peer Name Resolution Protocal
[ quality Windows Audio Video Experience
[ ] Remote Assistance

| ["1 Remote Differential Compression | _ILI
4 3

More about features

< Previous | Mext = I Install Cancel

Select the Failover Clustering.

Press the Next button to continue.
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Add Features Wizard x|

[ﬁ% Confirm Installation Selections

Features . . . )
To install the following roles, role services, or features, didk Install.

Confirmation

G_,\) 1 informational message below
Progress

Results G_:J This server might need to be restarted after the installation completes.

Failover Clustering

Print, e-mail, or save this information

< Previous Mext = | Install I Cancel

Press the Install button to install the Failover Clustering feature.

The installation of the Failover Clustering is going on.
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Add Features Wizard

-~ gg Installation Progress

Features The following roles, role services, or features are being installed:

Confirmati
erirmaten Failover Clustering

Progress

Results

Vk_

Installing...

< Previous | Mext = | Install Cancel

If successful, the wizard will complete and show as the figure below.
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Add Features Wizard x|

=¥

_;l%:;a Installation Results

L’
Features . . .
The following roles, role services, or features were installed successfully:
Confirmation
' 1warning message below
Progress o
v, Windows automatic updating is not enabled. To ensure that your newly-installed role or feature is

automatically updated, turn on Windows Update in Control Panel.
Failover Clustering 'a Installation succeeded

Print, e-mail, or save the installation report

< Previous ext = | Close I Cancel

Press the Close button.

Configuring Failover Clustering

Validate a Configuration

Node that this step is not necessary for creating a cluster, but it ensures that the configuration is

suitable for failover clustering.

Launch to the Windows Failover Cluster Manager console in node 1 or node 2 machines.
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5 Failover Cluster Manager o =] e}
Action  View Help

e- % |=El=
= =
" Fallover Cluster Manager Failover Cluster Manager
ver Cluster Manager -

Create failover clusters, validate hardware for potential failover clusters, and perform configuration changes to your
fallover clusters.

-

Validate a Configuration...

Create a Cluster...

o o 8

Manage a Cluster...

Afailover cluster is a set of independent computers that work together to increase the availability of services and View »
applications. The clustered servers (called nodes) are connected by physical cables and by software. f one of the nodes

fails, another node begins to provide services (@ process known as failover). Froperties

< Il

Help

To begin to use failover clustering, first validate your hardware configuration, then create a cluster. Afterthese steps are
complete, you can manage the cluster. Managing a cluster can include migrating services and applications to it from a
cluster running Windows Server 2003, Windows Server 2008, or Windows Server 2008

Validate a Configuration... ﬂ Understanding cluster validation tests
Create a Cluster... ﬂ Creating a failover cluster or adding a cluster node
Manage a Cluster... ﬂ Manaqing a failover cluster

ﬂ Migrating services and applications from a cluster

[& Falover clustertopics on the Web
B Failover cluster communities on the Web

& Microsoft support page onthe Web

I'I'hsacb'on launches the validation wizard, which guides you through the process of testing the hardware configuration for a duster.

Click on the Validate a Configuration... link.

The Validate a Configuration Wizard appears.
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ki validate a Configuration Wizard |

?ﬁi Before You Begin

Before You Begin This wizard runs validation tests to determine whether this configuration of servers and attached storage is
set up comectly to support failover. A cluster solution is supported by Microsoft anly if the complete
configuration (servers, networlc, and storage) passes all tests in this wizard. In addtion, all hardware
components in the cluster solution must be "Certified for Windows Server 2008 R2".

Select Servers or a
Cluster

Testing Cptions
if you want to validate a set of unclustered servers, you need to know the names of the servers.

Confimation Important: the storage connected to the selected servers will be unavailable during validation tests.
Validating if you want to validate an existing failover cluster, you need to know the name of the cluster or one of its
Summary nodes.

You must be a local administrator on each of the servers you want to validate.

To continue, click Mext.

Mare about preparing yvour hardware for validation
More about cluster validation tests

™ Do not show this page again

Mext = Cancel

Press the Next button to continue.

Add nodes to the cluster.



SANDeploy Technical Reference Series

F.E_n Validate a Configuration Wizard |

?? Select Servers or a Cluster

Before You Begin To validate a set of servers, add the names of all the servers.
To test an existing cluster, add the name of the cluster or one of its nodes.

Select Servers or a

Cluster

Testing Cptions

Enter name: Browse .
Confirmation
Validating Selected servers: £dd
Summary Bemove |

< Previous I et = I Cancel

Press the Browse button, the Select Computers dialog appears.

Select Computers

Select this object type:
ICﬂmerters Chject Types. ..

FErom this lacation:
|5ANDep|a~,r.Luca| Locations...

Enter the object names to select (examples):
| LEhesk Hames

Bt

Advanced... | ] I Cancel |

Press the Advanced... button.
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Select this object type:
ICumputers

Ohject Types...

From this location:
IS.HNDEpIuy.LucaI

Locations. ..

Common Queries |
Columns...

Name: | starts with = | |

Description: IStarts with j I Find Mow
[~ Dizabled accounts Stop

™| Hon egpiing pazswond

Days since last logon: I "’I

i

ok | Cancel |
Search results:
Name (RON) | In Folder |
1 03DC SAMDeploy.Loc...

SAMDeploy Loc...

‘08NODET
1Kl 08NODE2 SANDeplay Loc...

Select the 08NODE1 item and then press the OK button to add.
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Select this object type:
ICﬂmerters Object Types...

Erom this location:
ISAND&pr.LucaI Locations...

Enter the object names to select (examples):
0EMODE] Check Mames

4

Advanced... | QK | Cancel

Press the OK button.

b validate a Configuration Wizard X

?ﬁ Select Servers or a Cluster

Before You Begin To validate a set of servers, add the names of all the servers.
To test an existing cluster, add the name of the cluster or one of its nodes.

Select Servers or a

Cluster

Testing Options

Enter name: Browse... |
Confirmation
Validating Selected servers: 08node1 kemzafe local Add
Summary Remove |

< Previous I Next = I Cancel

Press the Browse... button and add 08NODE2 by through the same way.



ki validate a Configuration Wizard

“ Select Servers or a Cluster

Press the Next button to continue.
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5% validate a Configuration Wizard |

?ﬁﬂ Testing Options

Before You Begin Choose between running all tests or running selected tests.

éd:td Servers or a The tests include Inventory tasks, Network tests, Storage tests, and System Configuration tests.

uster

Microsoft supparts a cluster solution only if the complete configuration (servers, network, and storage) can
pass all tests in this wizard. In addtion, all hardware components in the cluster solution must be "Certified
Corfirmation for Windows Server 2008 R2".

Testing Options

Validating

Summary

' Run all tests {recommended)

" Run only tests | select

Maore about cluster validstion tests

< Previous I Mext = Cancel

Select Run all tests (recommended).

Press the Next button to continue.



SANDeploy Technical Reference Series

k¥ validate a Configuration Wizard x|
ﬁ Confirmation
i ¢
Before You Begin ‘fou are ready to start validation.
e e Please confim that the following settings are comect:
Cluster
e
Testing Options Servers to Test

Confirmation

08nodel.sandeploy.local

Validating 08node2.sandeploy.local
Summary
Tests Selected by the User Category
List BIOS Information Inventory
List Environment Variables Inventory
List Fibre Channel Host Bus Adapters Inventory ﬂ

To continue, click Mexd.

Maore about cluster validstion tests

< Previous I Mext = I Cancel

Press the Next button to continue.

If successful, all the tests include SCSI-3 Persistent Reservation are valid and shown as the figure below.



SANDeploy Technical Reference Series

k¥ validate a Configuration Wizard x|
?? Summary
i £
Before You Begin Testing has completed successfully and the configuration is suttable for clustering.
Select Servers or a
Cluster
Testing Options : : = - T
Validate Microsoft MPIO-based disks _:'E' Success ﬂ
Confirmation v,
Validating Validate Multiple Arbitration _:Tﬁl Success

s =
Validate SCSI device Vital Product Data (WVPD) Eﬁ' Success

Validate SCS5I-3 Persistent Reservation J__'l | Success =
Validate Simultaneous Failover J_l Success

/] hd

To view the report created by the wizard, click View Report. View Report...

To close this wizard, click Finish.
Create the cluster now using the validated nodes...

Maore about cluster validstion tests

Press the Finish button to complete configuration validation.

Create a Failover Cluster

Click on the Create a Cluster... item in the Actions panel of Failover Cluster Manager.
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_' Failover Cluster Manager =10l x|
Action  View Help

(=
" Fallover Cluster Manager Failover Cluster Manager
Create failover clusters, validate hardware for potential failover clusters, and perform configuration changes to your

Validate a Configuration...

-

22 falover clusters
Create a Cluster...

o o 8

Manage a Cluster...

Afailover cluster is a set of independent computers that work together to increase the availability of services and View »
applications. The clustered servers (called nodes) are connected by physical cables and by software. f one of the nodes

fails, another node begins to provide services (@ process known as failover). Froperties

< Il

Help

To begin to use failover clustering, first validate your hardware configuration, then create a cluster. Afterthese steps are
complete, you can manage the cluster. Managing a cluster can include migrating services and applications to it from a
cluster running Windows Server 2003, Windows Server 2008, or Windows Server 2008

Validate a Configuration... ﬂ Understanding cluster validation tests
Create a Cluster... ﬂ Creating a failover cluster or adding a cluster node
Manage a Cluster... ﬂ Manaqing a failover cluster

ﬂ Migrating services and applications from a cluster

u

[& Falover clustertopics on the Web

B Failover cluster communities on the Web

& Microsoft support page onthe Web

I'I'hsacb'on launches the validation wizard, which guides you through the process of testing the hardware configuration for a duster.

The Create Cluster Wizard appears.
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E¥ Create Cluster Wizard x|

é%,i Before You Begin
i 7

Before You Begin This wizard creates a cluster, which is a set of servers that work together to increase the availability of
clustered services and applications.  one of the servers fails, another server begins hosting the clustered
services and applications (a process known as failover).

Select Servers

Walidation Waming
Befare you run this wizard, we strongly recommend that you run the Validate a Configuration wizand to

-"%’3'3‘?5_5 F":_'i"'t far ensure that your hardware and hardware settings are compatible with failover clusterng.

Administering the

Cluster Microsoft supports a cluster solution only if the complete configuration (servers, networlc, and storage) can

Corfirmation pass all tests in the Validate a Configuration wizard. In addition, all hardware components in the cluster
solution must be "Certified for Windows Server 2008 R2".

Creating Mew Cluster
You must be a local administrator on each of the servers you want to include in the cluster.

Summary
To continue, click Mexd.

Mare about Microsoft support of cluster solutions that have passed validation tests
More about the neme and IP address information nesded for & new cluster

r Do not show this page again

Mext > Cancel

Press the Next button to continue.
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FEEE'CreatE Cluster Wizard x|

Jﬁi Select Servers

Before You Begin Add the names of all the servers that you want to have in the cluster. You must add at least one server.

Walidation Waming

Access Point for Enter server name: &I

Administering the

Cluster f'_,deded SEMVENS: E.dlj |
Confirmation 5
Bemove |

Creating Mew Cluster

Summary

< Previous | Mext = I Cancel

Press the Browse... button and the Add button to add nodes to this cluster.



Press the Next button to continue.

Specify IP address for the cluster.
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FEEE Create Cluster Wizard x|

J#i Access Point for Administering the Cluster

Before You Begin Type the name you want to use when administering the cluster.

Select Servers
Cluster Mame: ISP‘-N DeployCluster]

R One or more IPv4 addresses could not be corfigured automatically. For each networs to be used, make
sure the network is selected, and then type an address.

Administering the
Cluster

Confirmation

Creating Mew Cluster
Metworls

Summary
v 192.168.100.0/24
192.168.0.0/24

1592.168.100.150

Maore sbout the sdministrative Access Point for a cluster

< Previous | Mext = I Cancel

Type an IP address in the Address field.

Press the Next button to continue.
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FEE! Create Cluster Wizard x|

%‘%i Confirmation
|

Before You Begin ‘You are ready to create a cluster.
Select Servers The wizard will create your cluster with the following settings:
Access Point for ﬂ
Administering the Cluster: SANDeployCluster
Cluster Mode: 08nodel.sandeploy.local
Corfirmation Node: 08node2.sandeploy.local
|y IP Address: 192.168.100.150
IP Address: 192.168.0.150

Summary

To continue, click Mexd.

< Previous | Mext = I Cancel

Press the Next button to continue or press the Previous button if any changes are needed.

If successful, the Create Cluster Wizard complete as shown in the figure below.
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FE? Create Cluster Wizard x|

Summary

Befare You Beqin You have successfully completed the Create Cluster Wizand.

Select Servers

Access Point for
Administering the "

Cluster Create Cluster

Confirmation

Creating Mew Cluster

Cluster: SANDeployCluster

Node: 08nodel.sandeploy.local o
Mode: 08node2.sandeploy.local

Quorum: Mode and Disk Majority { Cluster Disk 2 ) j
To view the repart created by the wizard, click View Report. View Report...

To close this wizard, click Finish.

Press the Finish button to continue.
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555 Failover Cluster Manager - |EI|5|
File Action View Help
ke AN il
e =
E Eﬂa_!.lover Cluster Manager Storage R t Cluster Events: I Actions
B s o,
% Services and applications = Summary of Stomge
&1 (5 Nodes - vl' b Adda disk
g 08Node1 view ,
. D8hode2 Storage: Total Capacity: Awvailable Capacity:
i Storage 2 Total Disks - 2 enline Total: 11.99GB Total: 10GB 6] Refresh
3 Networks 1Availzble Disks - Tonline  Fres Space: 11.87 GB Free Space: 9.92 GB B re
Cluster Events P

1 In Use Disks - 1 online

Percent Free: 58.9%

Percent Free: 89.2%

Available Storage

[&1 Cluster Disle 2

© Orline

Diisk | Status | Current Owner
Disk Witness in Quorum
i Cluster Disk 1 (®) Online 08Node1

(BNode 1

Bring this resource. ..
Take this resource ...
Change drive letter

Show the critical e...

Show Dependency...
Mare Actions... 4
Delete

Properties

B @ X

Help

Now the creation of the cluster is completed, expand the cluster node and select the Storage node, it

will shown as the figure below, both cluster disk are shown online.
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